
Cyber
safety



LEARNING GOALS
Understand the basics of staying
safe online.

Learn about Canadian laws and
consequences



STAYING SAFE ONLINE

WHAT WOULD YOU DO?



FRIEND REQUESTS

A person you don’t know sends you
a friend request, and you accept
because they look your age.

WHAT WOULD YOU DO?



Friend
Requests

Don't add or meet
online friends without a
parent's permission.  



GAMING CHATTER
You’re playing a game online and the
person you’re playing against starts
asking questions, like where you live
and how old you are. 

WHAT WOULD YOU DO?



Privacy
Keep your personal
information private! 
            share your
name, location, phone
number or birthday.

DO NOT 



PASSWORD CREATION
You’ve just signed up for a new email
account and need to make a password.
You use the same password for all
your accounts so it’s easy to
remember: 12345678

WHAT WOULD YOU DO?



Passwords
A strong password is the number one
thing you can have to keep yourself

safe online. 

A strong password is:
at least 8 characters long;
a combination of uppercase,
lowecase, numbers and symbols;
not a word that can be easily
guessed by anyone;
different for all your accounts.



PASSWORDS
You tell your best friend your email
password because you trust them.

WHAT WOULD YOU DO?



Passwords
As a student, your

parents are the only
people you should tell
your password to. 



NEW ACCOUNTS
While playing on your device, you
see an ad for a new game that
looks fun. In order to play, you
need to make a new acount with
your name, age and email address. 

WHAT WOULD YOU DO?



accounts
Only create accounts or

add extensions with
trusted sites. 

Tell a parent what you
are doing online. Ask a
trusted adult if you

need help or are unsure
of any online activity. 



FORWARDING MESSAGES
Your friend emails you an unkind
picture or joke about someone you
know, behind their back. The
message attached says that if you
don’t forward it to 10 people, you’ll
have 10 years bad luck.

WHAT WOULD YOU DO?



Bullying
Don't share anything
you wouldn't want
teachers or family
members to see or

know about. 
Tell someone if you think
cyber bullying is happening

to you or other people.



FAKE NEWS
You saw an article online that said a
couple in California named their
child,           ,  with just the emoji as
the name. You can’t wait to tell your
friends about it the next day!

WHAT WOULD YOU DO?



question
Do not believe everything
you read online. There is a

lot of incorrect information
on the internet.  Speak to a

parent, teacher, or do
another search to check the

validity.



SCHOOL RULES, CANADIAN LAWS 

AND CONSEQUENCES



WHAT ARE THE RULES?
Never download

something from an
unknown site.

Speak kindly to
others online or

share images
without their

consent

Do not pretend to
be someone else

online.

Do not login using
someone else’s

password.

Report anything
suspicious.

Do not copy
something from the

internet and
pretend it’s yours. 



Possible Outcomes for not
following the rules:
Loss of device
Laptop checks
Email home
In-school suspension

 UNIVERSITY &
BEYOND

Possible Outcomes for not
following the rules:

Police confiscation and
search of device
Financial fines
Expulsion / Firing
Jail

ELEMENTARY &
HIGH SCHOOLS



The Internet is a wonderful, vast, helpful “world” that allows us to find incredible
information, create incredible things, and make connections with incredible

people. 

It can ALSO be a tricky place to navigate with tricky people. If you ever feel like
you’ve been tricked, talk with your parents or a trusted adult. Sometimes our

brains are so worried about getting in trouble that we think we should keep it a
secret, but it is those moments when it is most important to tell a trusted grown

up. We will help you get unstuck and make sure you are safe. 

In conclusion



QUESTIONS?
What additional information do you want to know about today’s topic of
staying safe online?


